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Executive Summary

Following a long drawn deliberation process, India recently adopted its first comprehensive data protection law in 2023. The Digital Personal Data Protection Act, 2023 (DPD Act, 2023), which is expected to come into effect during this year, differs from other global data protection frameworks in some respects. For instance, it applies only to data that is collected or processed in a digital form, it does not create a separate category of sensitive personal data, and does not entitle individuals to seek compensation from data fiduciaries for any harms caused to them. Further, the law is also silent on some of the other aspects that are seen in laws like the European GDPR. For instance, the rights related to data portability, the right to be forgotten, and automated decision-making. However, the government has indicated that some of these aspects may be covered under a future companion legislation to the DPD Act, known as the proposed Digital India Act.

The treatment of cross-border data flows is another point of divergence. The position adopted by the Indian law is that personal data will be allowed to flow freely, except to a set of restricted countries that can be notified by the government. This represents a significant shift from the initial drafts of the law, which proposed strict localization requirements for certain types of data and identified mechanisms like adequacy assessments, model contract clauses and intra-group schemes as conditional modes of data transfers.

While the new law has settled on a fairly liberal stance toward personal data flows, it leaves the door open for the adoption of more stringent restrictions under other laws. India already has a number of such sector/data-type related transfer restrictions that are applicable to the financial sector, telecommunication and broadcasting services, corporate and compliance requirements, and government data.

Set against this background, Section 1 of the paper begins with a discussion on India’s key data governance initiatives and priorities, much of which has been centered around the role of data for effective governance, innovation and empowerment. It highlights the role of digital public infrastructure solutions like the Data Empowerment and Protection Architecture and the proposed National Data Management Office in the country’s data governance strategy.

Section 2 describes the evolution of India’s data protection framework, with a focus on the scope, rights and obligations and enforcement mechanisms under the DPD Act, 2023. This is followed, in Section 3, with a deep dive into the cross-border flow related provisions. The section describes the transition from the localization recommendations of 2018 to the blacklisting approach under the DPD Act. It then maps out the different sector-specific restrictions that exist in India and explores the country’s position on data sharing and data flows under international arrangements.

Section 4 presents an analysis of the key issues that emerge from the discussions and offers some recommendations. Rather than making broader suggestions on general improvements that may be needed to the DPD Act, the paper limits itself to recommendations on issues related to cross border data flow.

First, it recommends that, in order to minimize fragmentation and uncertainty, the law should set out the basic principles, criteria, and processes to govern the adoption of any sectoral data flow restrictions. The government’s power to impose restrictions on data flows to specific countries should also be bound by such reasonable and identified criteria.

Second, it suggests that stakeholders from the industry can voluntarily take up the initiative of developing model/standard clauses that would meet the requirements of the DPD Act, and ideally go beyond that, through an open and consultative process. This can serve as a mechanism for building trust among data fiduciaries and processors and facilitating the ease of regulatory compliance.

Third, the paper makes a case for legislative reforms to strengthen the country’s surveillance and law enforcement framework. Besides being violative of citizens’ privacy rights, unchecked powers of law
enforcement and intelligence agencies are also detrimental to the free flow of data into the country. The suggested reforms would include the introduction of requirements of judicial approval for interception requests, notice to individuals, data minimization requirements, and suitable redress mechanisms.

1 Setting the context

With a population of over 1.4 billion India is now the most populous country in the world. It is the fifth largest economy globally, based on Gross Domestic Product (GDP). As a lower-middle income country with a rapidly growing economy, India also straddles multiple trade and strategic relationships. It counts the United States (US), China, and the United Arab Emirates (UAE) among its largest trading partners. The country is also known for its leadership in information technology (IT) and business process management services. It holds over fifty percent of the global outsourcing market, with the US, the European Union and the United Kingdom as its largest importers.

In terms of intergovernmental partnerships, India is a member of the Group of Twenty (G20) alliance among the world’s largest economies, the Quad diplomatic partnership with Australia, Japan, and the United States, and is recognized as a key partner by the OECD. At the same time, it also prioritizes south-south collaborations through forums like the BRICS forum and the Group of 77 alliance of developing countries.

Despite persisting digital divides, India hosts the world’s second largest Internet user base of more than 890 million Internet subscriptions. The foundation of India’s digital society rests on the strength of this digital population. Bringing more people online and encouraging their adoption of digital goods and services has, therefore, been a focus for the government and the private sector alike. Correspondingly, the commercial and developmental value of the data generated from such digital interactions has also been in the spotlight.

A large part of the data-related discourse in India is powered by the idea of data being a valuable resource that needs to be harnessed to meet the country’s economic and developmental objectives. This includes highlighting the role of data for effective governance and innovation and as a source of citizen empowerment. For instance, India’s Economic Survey of 2018-2019 contained a chapter on
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1 Laura Silver, Chrustine Huang and Laura Clancy, Key facts as India surpasses China as the world’s most populous country, Pew Research (9 February 2023) <https://www.pewresearch.org/short-reads/2023/02/09/key-facts-as-india-surpasses-china-as-the-worlds-most-populous-country/>.
4 India Brand Equity Foundation, Services: Services exports from India stood at US$ 322.72 million in FY23 (November 2023) <https://www.ibef.org/exports/services-industry-india>.
“Data ‘Of the People, By the People, For the People’”. The report focused on the different types of data that the government holds about citizens – administrative, survey, institutional and transactions data – and the need to streamline, interlink and unlock this data for public good. Researchers have also identified the role of the government as a market architect and the narrative around countering ‘data colonialism’ as some of the other drivers behind India’s data governance strategy.

The country’s reliance on digital public infrastructure (DPI), as the predominant path to digital transformation, has also influenced its data governance solutions. Two examples of such data governance-centric DPs, which emphasize the importance of digital infrastructures for improved data gathering, storage, processing and dissemination, are currently in motion. The first, the Data Empowerment and Protection Architecture (DEPA), is a technical architecture designed to facilitate the sharing of personal data among entities, relying on an electronic consent artifact. This artifact would record the individual’s consent for the sharing of their data held by one entity, such as a diagnostic lab, with another entity, such as a hospital. In the financial sector, DEPA has been implemented under the regulatory framework governing a new category of intermediaries called ‘account aggregators’. These entities act on the user’s consent to facilitate the flow of encrypted information among financial institutions through the use of application programming interfaces (APIs).

The second initiative relates to the move toward the creation of a ‘India Data Management Office’ (IDMO) that was introduced in the draft National Data Governance Framework Policy released in 2022. The proposed IDMO will be responsible for developing rules and standards to govern the collection, management and exchange of non-personal and anonymized data generated by government entities. Private entities would also be encouraged to contribute to its datasets generation program and a subset of them (specifically, only India-based entities) would also be allowed access to the datasets. The final version of this policy is yet to be notified.

Besides such technical architectures for data management, India has launched a number of policy deliberations pertaining to data governance. Notable among these are the enactment of the Digital Personal Data Protection Act, 2023 (DPD Act), which is discussed further in Section 2, and a proposal for the regulation and sharing of non personal data. In 2019, the Indian government set up a committee of experts on non-personal data. The committee recommended the need for a new regulatory framework for unlocking the economic benefit of non-personal data that is generated in India and

12 Ministry of Electronics and Information Technology (n 6).
should be available to meet the country’s governance and innovation goals. Unlike the IDMO initiative, which concentrates primarily on government-owned data, the committee recommended that even private businesses should be compelled to create and share ‘high value datasets’ for certain public good purposes. The government is yet to take a final decision on the committee’s recommendations although the proposed IDMO might be a precursor to such a move.

The issue of cross border data flows has featured prominently in many of these regulatory discussions. Notably so, in the case of the data protection law, which went through many draft versions until its final enactment in 2023. These draft versions of the text contained varying levels of data flow restrictions, starting from the proposal for mandatory mirroring of all personal data on Indian servers in the first draft of 2018 to the significantly relaxed approach adopted in the enacted version. Section 3 of the paper describes the progression of these ideas as well as the interplay between the data protection law and various sector-specific data flow restrictions that will continue to remain in effect.

The Indian government is in the process of formulating another law, the proposed Digital India Act, which it describes as a ‘companion legislation’ to the DPD Act. While a draft of this has not yet been published, an early consultation document indicates that the proposed law will cover various aspects of digital user rights, including the right to be forgotten, right to redress, and right against discrimination and automated decision making. The manner in which the provisions of the DPD Act will interact with the proposed Digital India Act is not yet clear.

At present, India is not pursuing an independent legislation to regulate artificial intelligence, although some aspects of this will be covered under the Digital India Act. Its official think tank, the NITI Aayog has, however, formulated a national AI strategy document and the government has issued various advisories on the subject. For instance, the advisory directed at significant social media intermediaries to identify misinformation and deepfakes. More recently, the government introduced, and then hastily backtracked on, another controversial advisory that advised the need for taking its permission before deploying ‘unreliable’ AI models.
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14 Committee of Experts on Non-Personal Data Governance Framework (n 10).
15 The indicated list of public purposes would include improving public services, agriculture, healthcare, job creation, poverty alleviation and financial inclusion.
2 Legal framework on data protection

India is a recent entrant into the club of jurisdictions with comprehensive data protection laws. Its DPD Act was approved by both houses of the Parliament and received the President’s assent in August 2023. The new law is, however, yet to come into effect. The Ministry of Electronics and Information Technology (MeitY), the ministry in charge of this subject, is likely to start notifying different provisions post the conclusion of India’s general elections in June 2024.21 Meanwhile, the MeitY is reported to be in the process of developing the draft rules needed to operationalize various aspects of the new law.22

Until the DPD Act is brought into effect, data protection issues continue to be governed mainly under the limited set of protections offered under Section 43A and 72A of the Information Technology Act, 2000. Section 43A of this law provides for compensation in case a body corporate fails to maintain reasonable security practices while dealing with sensitive personal data. Section 72A lays down criminal penalties for unauthorized disclosure of personal data. The government has also framed a set of rules governing the processing and security of sensitive personal data under Section 43A. 23 Among other provisions, the rules lay down requirements related to data transfers, providing that a transfer should be made only if it is necessary for the performance of a lawful contract or with the individual’s consent.24 Further, the parties to the transfer will be bound to ensure that the data remains subject to the same level of data protection as set out under the rules for the body corporate collecting the data.25

Upon the implementation of the DPD Act, the data flow conditions under these rules will be replaced by the relatively less restrictive framework for cross-border data flows under the new law.

2.1 Evolution of the data protection law

Policy discussions on the need for a standalone privacy law had been going on in India since 2010,26 but the process did not see much traction until a few years ago. In August 2017, a nine-judge bench of the Supreme Court examined the issue of whether the Indian Constitution guarantees a fundamental right to privacy. Answering the question in the affirmative, the court in Justice KS Puttaswamy and another v. Union of India27 laid down that privacy is a fundamental right, although not an absolute one. The judges held that any reasonable intrusion into the right to privacy would be valid only if it
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25 This includes requirements relating to maintaining reasonable security practices and not retaining the information for longer than is required for the original, lawful, purpose.


satisfies the tests of legality, legitimate aim, and proportionality. Such an intervention must also incorporate reasonable procedural safeguards.\textsuperscript{28}

Further, a plurality of the judges in the Puttaswamy decision recognized that the right to privacy consists of many different facets, informational privacy being one of them. They observed that data protection is a complex exercise which needs to be undertaken by the state after a careful balancing of the requirements of privacy coupled with other values and the state’s legitimate concerns.\textsuperscript{29} In the lead up to this verdict, the Indian government set up an expert committee to study the issues relating to data protection in India and recommend a draft data protection bill. The committee, headed by a former Supreme Court judge, Justice B.N. Srikrishna, identified the need to develop a legal framework that would speak to India’s priorities as a developing nation while also drawing upon the best practices of data protection in more developed democracies.\textsuperscript{30} As per several accounts, the committee’s Draft Data Protection Bill of 2018\textsuperscript{31} ended up drawing significant inspiration from the European General Data Protection Regulation (GDPR). Yet, it also left room for improvements in order to be better tuned to the Indian context.\textsuperscript{32}

Following public consultations, the MeitY generated a revised version of the bill, which was introduced in Parliament as the Personal Data Protection Bill of 2019.\textsuperscript{33} A Joint Parliamentary Committee (JPC), consisting of members from both houses of the Indian Parliament, was then tasked to review the bill and offer their recommendations on it. The JPC recommended that the scope of the bill should explicitly cover both personal and non-personal data, including anonymized personal data.\textsuperscript{34} The committee also suggested other edits to increase the scope of harms under the law, impose stricter regulations on social media intermediaries, and regulate data-collecting hardware manufacturers. However, in 2022, the government announced its decision to withdraw the pending bill and subsequently replaced it with a new draft. This revised draft of 2022 is the one that eventually made it to the rule book as the DPD Act.

\textsuperscript{29} Chandrachud J. in Justice KS Puttaswamy and another v. Union of India, para 179, p. 253.  
\textsuperscript{33} The Personal Data Protection Bill, 2019 <http://164.100.47.4/BillsTexts/LSBillTexts/Asintroduced/373_2019_LS_Eng.pdf>  
2.2 Scope of the DPD Act

The DPD Act will govern the processing of all digital personal data – data that is collected in a digital form or digitized post collection– that takes place in India. It will also have extraterritorial scope over processing that takes place outside India but is connected with a business or systematic activity of offering goods or services to, or the profiling of, persons in India. In terms of nomenclature, starting from Justice Srikrishna committee’s draft bill in 2018, India has used the terms ‘data principal’ and ‘data fiduciary’ to identify what the European GDPR would call the ‘data subject’ and ‘data controller’. In the committee’s view, the term principal was better suited to capture the individual’s role as ‘the focal actor in the digital economy’ while the concept of fiduciary was invoked to imply a duty of care to deal with the individual’s data fairly and responsibly. Researchers observed that the scope of duties and the standards laid down in the committee’s draft law, which have only been diluted over time, were not as high as seen in cases of traditional fiduciary relationships like doctor-patient and lawyer-client. But it remains to be seen if the implementation of the DPD Act could result in the development of a new body specific to the processing of personal data. Next, the law contains several exclusions and exemptions from its scope. To begin with, the DPD Act will not apply to any processing done by an individual for personal or domestic purposes. Any data that is made publicly available by the relevant data principal, such as on social media, or by any other person under a legal obligation is also excluded. Further, the law also excludes any processing done for research, archiving or statistical purposes so long as no specific decision is being made about the data principal and such processing adhered with prescribed standards. The scope of what is covered under the meaning of ‘research’ has not been laid down in the law and will likely be clarified in the standards to be prescribed by the government for this purpose.

Further, there are two other categories of exemptions. The first relates to exemptions from an albeit broad, but identified, set of provisions for purposes like judicial or regulatory, law enforcement, giving effect to a merger or amalgamation, and default in loan payment. The second group covers those cases where the power to notify the exemption is vested in the hands of the government. For instance, the power to exempt state instrumentalities for national interest or public order objectives or Indian startups and other select fiduciaries to ease their compliance burden. In addition, there is an open-ended power for the government to declare, within the first five years, that any provision of the law will not apply to any fiduciary(ies) for a notified period.
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35 Section 3(a) and (b), DPD Act 2023.
36 Committee of Experts under the Chairmanship of Justice B.N. Srikrishna (n 30), p. 8.
39 Section 3(c), DPD Act 2023.
40 Section 17(2)(b), DPD Act 2023.
41 Section 17(1), DPD Act 2023.
42 Section 17(2)(a) and 17(3), DPD Act 2023.
43 Section 17(5), DPD Act 2023.
2.3 Rights and obligations

The processing of personal data can take place either based on the consent of the data principal or under any of the specified ‘legitimate uses’. The list of legitimate grounds includes voluntary provision of data to the data fiduciary, which is not accompanied by a denial of consent for its processing, provision of services and benefits by the state, disasters and medical emergencies.\(^{44}\) Further, data processing for employment-related purposes and to protect the employer from incidents of corporate espionage or intellectual property breach is also classified as a legitimate use.

In situations where the data processing is based on consent, the law provides for a requirement of notice about the purpose of the processing and the manner in which the individual can exercise their rights. Taking into account the diversity of the Indian population, the law requires that the individual should be given the option to access any request for in English or any of the twenty two Indian languages specified in the Constitution.\(^{45}\) However, unlike many other data protection laws, the DPD Act does not recognize a separate category of sensitive personal data that may merit higher safeguards for notice and consent or for any other purposes. This also stands in contrast with the position under IT Act and rules, which applied specifically to sensitive personal data.

There is a list of general obligations that have been cast on data fiduciaries.\(^{46}\) This includes ensuring the completeness and accuracy of data, reasonable security safeguards to prevent a data breach, erasure of personal data, and an effective mechanism for grievance redress. Further, the processing of children’s data is subject to requirements of verifiable parental consent and restrictions on tracking, behavioral monitoring and targeted advertising aimed at children.\(^{47}\) In addition to these general requirements, an additional set of obligations, including conduct of impact assessments and external data audits, will apply only to ‘significant data fiduciaries’ to be notified by the government.\(^{48}\)

The DPD Act also grants four categories of rights to data principals. In case of consent based processing, the person is entitled to seek a summary of their processed data and identities of others with whom the data has been shared.\(^{49}\) Similarly, the right to correction and erasure of data is also limited to consensual processing.\(^{50}\) The two other rights – that of access to grievance redress and the right to appoint a nominee to deal with a person’s data upon their death or incapacity – will apply in all cases.\(^{51}\) While conferring these rights, the law casts a set of expected duties from the data principal, such as not suppressing any material information and not filing false or frivolous complaints.\(^{52}\)

2.4 Enforcement framework

The DPD Act provides for the creation of a new statutory body called the Data Protection Board of India (the Board) to inquire into compliance with the provisions of the law. The Board’s functions will also include directing remedial or mitigation measures against any data breach, checking compliance by consent management intermediaries registered under the DPD Act.\(^{53}\) While the text

\(^{44}\) Section 7, DPD Act.

\(^{45}\) Sections 5 and 6, DPD Act 2023.

\(^{46}\) Section 8, DPD Act 2023.

\(^{47}\) Section 9, DPD Act 2023.

\(^{48}\) Section 10, DPD Act 2023.

\(^{49}\) Section 11, DPD Act 2023.

\(^{50}\) Section 12, DPD Act 2023.

\(^{51}\) Section 13 and 14, DPD Act, 2023.

\(^{52}\) Section 15, DPD Act 2023.

\(^{53}\) Section 27, DPD Act 2023.
of the law states that the Board will function as an independent body, commentators have called into question the extent of this independence in light of the significant government control over the membership and functioning of the Board. Pursuant to conducting an inquiry, the Board may impose monetary penalties up to the limits specified in the law for different types of actions. While doing so, it should take into account facts like the nature and gravity of the breach, its repetitive nature and existence of any mitigating actions. The maximum penalty specified in the Schedule stands at Indian Rupees 2.5 billion (approximately 27.5 million Euros). An appeal against the order of the Board can be made to an Appellate Tribunal designated under the law. Notably, there is no provision for the payment of compensation to data principals for harms caused to them by a data fiduciary or processor. This is unlike the provisions seen in laws like the GDPR or the right to compensation under Section 43A of the IT Act, which will no longer remain in effect.

Departing from earlier drafts of the bill, the DPD Act also does not confer any regulation-making powers on the Board. It, however, identifies several areas for rule-making by the central government. The list of powers in Section 40 includes the manner of issuance of notice, exemptions related to processing of children's data, and the process of conducting data protection impact assessments. In addition, the government also has the power to issue notifications on several important subjects, including cross border data flows, which is discussed in the next section. Further, the government can, based on a reference received from the Board, issue directions for the blocking of the business activities of an entity upon which a monetary penalty has already been imposed in two or more instances.

2.5 Data access for surveillance and law enforcement

The broad exemptions afforded by the DPD Act for law enforcement and other designated purposes come against the background of a deficient framework of surveillance-related protections under other laws. The interception of telecommunications messages and information on a computer resource is governed by Section 69 of the Information Technology Act, 2000 and Section 20(2) of the Telecommunications Act 2023 (previously Section 5(2) of the Telegraph Act, 1885). These provisions allow for the government to call for the interception and disclosures of messages to the government on grounds such as the sovereignty and integrity of the nation, defense and state security, public order, or preventing the incitement of any offense.

---

54 Section 28, DPD Act 2023.
57 Section 37, DPD Act 2023.
Following a Supreme Court decision in 1997, the government adopted a set of rules, which were outlined by the court, to govern its interception procedures. The rules designate a senior government official as the person authorized to issue interception orders. However, such orders are not required to be sanctioned by a judicial authority. The only available form of oversight is in the form of a review committee, also consisting of members from the executive, that is supposed to meet at least every two months to review interception orders. There are a few other safeguards like the requirement that such orders should be issued “only when it is not possible to acquire the information by any other reasonable means” and a prohibition on the use or disclosure of the intercepted messages for any other purpose. The provisions, however, remain silent on other important aspects like independent oversight, notice to the affected person, and transparency and reporting obligations of law enforcement agencies.

Besides the provisions on lawful interception, access to personal data can also be obtained under other laws. Notably, Section 91 of the Code of Criminal Procedure, 1973 contains a broad power enabling an officer in charge of a police station to compel the production of ‘any document or other thing’ if that is ‘necessary or desirable’ for the purposes of an investigation. For instance, this power can potentially be used by the police to seek the call data records or SMS logs of an individual, although there have been a handful of cases where courts have stepped in to hold that a blanket request for call records would amount to an unjust invasion into the privacy of the individual.

3 India’s position on cross-border data flows

The treatment of cross-border data flows has been among one of the most contested aspects of the Indian data protection law. It is also an area that has undergone drastic shifts during the law’s evolutionary process. In 2018, the Justice Srikrishna Committee came up with a fairly stringent set of data localization norms. They identified improving law enforcement, safeguarding against threats to disruption of critical infrastructure, building artificial intelligence systems in India, and preventing foreign surveillance as the key advantages of data flow restrictions.

At that point, the draft law provided for different classes of personal data and the committee recommended that at least one serving copy of all personal data should be kept on a server located in India. Further, certain categories of critical personal data, that were to be determined by the government, were to be processed exclusively in India. The committee also suggested that any data flows would be subject to requirements like permissible transferee countries designated by the government, standard contractual clauses or intra-group schemes approved by the data protection authority, and consent from the individual.

59 People’s Union for Civil Liberties v Union of India (1997) 1 SCC 30.
60 Rule 419A, Indian Telegraph Rules, 1951. Similar rules have also been adopted for interception of information on a computer resource under the Information Technology (Procedure and Safeguards for Interception, Monitoring and Decryption of Information) Rules, 2009.
64 Committee of Experts under the Chairmanship of Justice B.N. Srikrishna (n 21) p. 88-93.
Following significant pushback from a cross-section of stakeholders, the 2019 version of the bill saw a comparatively diluted version of these proposals. It did away with the data mirroring requirement for all types of personal data. It, however, maintained such a provision in respect of sensitive personal data while retaining the requirement that critical personal data would be processed only in India. Subsequently, the JPC also echoed its support for having such restrictions in the law.

As per the JPC, the motivations for localization included national security and law enforcement interests, better informational privacy, employment generation and other economic benefits, and strengthening India’s bargaining powers in international interactions. In addition, the JPC suggested tightening the draft provisions on conditional transfers in a few ways. For instance, they proposed that transfers based on a contract or intra-group scheme should not be approved if such an instrument goes against public policy or the state policy of India. This was defined as situations where the instrument “promotes the breach of any law or is not in consonance with any public policy or State policy in this regard or has a tendency to harm the interest of the State or its citizen”.

The 2022 version of the bill and the DPD Act, however, ended up doing a volte-face on the previous recommendations. The draft bill put out by MeitY in 2022 opted for what may be called a ‘whitelisting’ approach. It provided that the government would notify the countries to which data could be transferred and the terms and conditions for such transfer. While some saw this as a reversal of the localization mandate, the provision could also be interpreted to mean that all data transfers would be prohibited, until specified otherwise by the government. In the end, the DPD Act of 2023 chose to replace this with a more liberal ‘blacklisting’ approach that is described below.

3.1 Data transfers under the DPD Act

Section 16 of the DPD Act provides that the government may notify specific countries or territories the transfer of personal data to which would be restricted. This effectively means that all transfers will be permitted, unless specified otherwise. In addition to the possibility of country-specific restrictions, the DPD Act also reserves space for other laws that may impose ‘a higher degree of protection for or restriction on transfer of personal data’. The law does not set out any grounds or criteria that the government must take into account while notifying the restricted destinations. However, it introduces some element of accountability in such decisions by providing that the notification will have to be placed before the Parliament to enable scrutiny and allow for its modification or cancellation by the Parliament.

While the Indian law does not speak of the role of contractual arrangements or model clauses in the context of data transfers, it does contain general requirements relating to arrangements with data processors. As per Section 8(2), data fiduciaries can engage data processors to process personal data on their behalf only under a valid contract. The contents of such a contract have not been outlined in the law. Neither does it mandate the government to issue any rules or guidelines in this regard. The DPD Act, however, makes it clear that the data fiduciary would continue to remain fully responsible for compliance with the law in respect of any processing undertaken on its behalf by a processor. The Act also makes specific references to ensuring compliance by processors in a few contexts, like maintaining reasonable security safeguards to prevent personal data breach, erasure of data upon
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65 Report of the Joint Parliamentary Committee (n 34), p. 41.
67 Section 16(2), DPDP Act 2023.
68 Section 41, DPDP Act 2023.
expiry of the retention period, and to cease processing the personal data of a data principal if they withdraw their consent.\(^69\) Further, the data principal’s right to information access includes information about the identities of all data processors with whom their data has been shared along with a description of the shared data.\(^70\)

Therefore, even though not mandated by the law, there could be a role for the emergence of standard contractual clauses that are in line with the DPD Act to govern the relationship between data fiduciaries and processors. This could support the legal requirements of there being a valid contract between the data fiduciary and the data processor and the fiduciary remaining responsible for the activities of its processors.

Taking into account the interests of the Indian outsourcing and business processes management industry, the DPD Act also carves out an exception for such arrangements. It exempts the processing of data under a contract between a person outside India and a person based in India, as long as it does not relate to data principals in India, from a bulk of the provisions of the Act.\(^71\) A provision of this nature could also be linked with the concept of ‘data embassies’ that was put out by the Indian Finance Minister in her 2023 budget speech.\(^72\) Such data embassies could serve as corridors of trust through which governments, and possibly private actors too, would be able to locate their data in another jurisdiction without being subject to the local laws of that jurisdiction. India is yet to issue any policy directions on the mechanisms and legal framework governing this proposal.

### 3.2 Sector-specific restrictions

Although the DPD Act has settled on a fairly liberal position toward data transfers, India already sees a number of restrictions on data flows across sectors. Such restrictions, which are described further in the table below, can be grouped into the following four buckets: i) data pertaining to financial services, ii) data of telecommunications and broadcasting subscribers, iii) corporate and compliance data, and iv) government data.\(^73\)

*Table: Data flow restrictions in India*

---

\(^{69}\) Sections 8(5 and (7) and Section 6(6), DPDP Act 2023.

\(^{70}\) Section 11(1)(b), DPDP Act 2023.

\(^{71}\) Section 17(1)(d), DPDP Act 2023.


<table>
<thead>
<tr>
<th>Category</th>
<th>Authority</th>
<th>Instrument</th>
<th>Provision</th>
</tr>
</thead>
<tbody>
<tr>
<td>Financial services</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Payments data</td>
<td>Reserve Bank of India</td>
<td>Directive on Storage of Payment System data, 2018</td>
<td>All data related to payment transactions has to be stored on a system only in India. Limited exception for cross-border payments.</td>
</tr>
<tr>
<td>Insurance policyholder records</td>
<td>Insurance Regulatory and Development Authority of India</td>
<td>Outsourcing of Activities by Indian Insurers Regulations, 2017</td>
<td>Insurer to ensure compliance of local laws while outsourcing services. Original policyholder records need to be maintained in India, which implies that a transfer is possible subject to this condition.</td>
</tr>
<tr>
<td>Video KYC data</td>
<td>Reserve Bank of India</td>
<td>Master Direction on Know Your Customer, 2021</td>
<td>Data and recordings of customer KYC to be stored on systems located in India.</td>
</tr>
<tr>
<td>Telecommunication and broadcasting</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Telecommunication subscriber data</td>
<td>Department of Telecommunications</td>
<td>Unified License Agreement</td>
<td>Cannot transfer user’s accounting information to persons/place outside India. Exception for international roaming</td>
</tr>
<tr>
<td>Broadcasting subscriber data</td>
<td>Department for Promotion of Industry and Internal Trade</td>
<td>Consolidated Foreign Direct Investment Policy, 2020</td>
<td>Cannot transfer subscribers’ databases to any persons/place outside India unless permitted by law</td>
</tr>
<tr>
<td>Corporate and compliance</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Books of companies’ accounts</td>
<td>Ministry of Corporate Affairs</td>
<td>Companies (Accounts) Rules, 2014</td>
<td>Back-up of the books of account must be kept on servers physically located in India</td>
</tr>
<tr>
<td>Risk and compliance data of financial institutions</td>
<td>Securities and Exchange Board of India</td>
<td>Advisory for Financial Sector Organizations</td>
<td>Institutions utilizing software as a service must keep critical data relating to risk, audits, and compliance within India.</td>
</tr>
<tr>
<td>Logs of all ICT systems</td>
<td>Indian Computer Emergency</td>
<td>Directions under Information Technology Act,</td>
<td>Service providers, intermediaries, data centers, body corporate and government organizations need to</td>
</tr>
</tbody>
</table>
A few general observations emerge from the table. To begin with, there are clear variations in the types of restrictions that have been imposed across and even within related sectors. For instance, while payments-related data has to be stored only in India (subject to limited exceptions), the records of insurance policyholders can be sent abroad so long as the original record is kept in India. This may be the case because the restrictions have been introduced by a range of different actors, across ministries and statutory regulators, which may have differing priorities and approaches.

Further, the nature of instruments utilized to bring about the restrictions also varies widely. Barring the Public Records Act, 1993, which restricts the transfer of public data outside the country, all of the other restrictions emerge either from subordinate legislation like rules, regulations and directives or from other sources like telecommunication licenses, foreign investment policies, advisories and procurement contracts. Finally, as observed elsewhere, many of these requirements came about through processes that were found to be lacking in terms of transparency and deliberative policy-making.\(^7^4\)

### 3.3 International arrangements

India has established inter-governmental channels for information sharing through partnerships with several countries. It is a member of INTERPOL, which enables sharing of police information globally.
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and has entered into bilateral mutual legal assistance treaties for cooperation and assistance in criminal matters, including through data exchange provisions, with 42 countries. Further, mechanisms like the Quad alliance and the recent joint statement between India and the US point to arrangements for information sharing on cyber threats and vulnerabilities issues. India also hosts the Information Fusion Centre – Indian Ocean Region, an alliance with 25 partners for information sharing on maritime safety issues.

The EU-India Trade and Technology Council was announced in 2022 to facilitate bilateral cooperation, trade and investment between the two regions. The working group on ‘strategic technologies, digital governance and digital connectivity’ launched under this initiative is working towards increasing interoperability between India’s and the EU’s digital public infrastructure. In 2022, India and the EU also signed a joint declaration on privacy and the protection of personal data along with other partners from the Indo-Pacific region, including Australia, the Republic of Korea, Singapore, and Sri Lanka. The statement speaks of international cooperation on privacy and data protection. It also refers to the importance of data free flow with trust and building ‘safeguards for international transfers to enable cross-border data flows by ensuring that the protection travels with the data’.

As a member of G20, India has endorsed the concept of ‘data free flow with trust’ in ministerial declarations made by the group. The New Delhi declaration made at the 2023 G20 meeting saw a significant emphasis on the role of digital public infrastructure for advancing growth and development. In this context, the G20 members highlighted the role of ‘data free flow with trust and cross-border data flows while respecting applicable legal frameworks’. The members also reaffirmed the role of ‘data for development’, which was another priority area identified by India for its G20 presidency. This refers to initiatives aimed at boosting the production and use of data, particularly in developing countries, to accelerate and measure the progress toward sustainable development.

India has, however, resisted becoming a part of the G20’s Osaka Track discussions launched in 2019 to facilitate an international arrangement on cross-border flows to foster innovation and economic growth. This is based on India’s position that international rule making on data flows is a trade-related matter and should be a subject of multilateral consensus at the level of the World Trade Organization

---

77 Information Fusion Centre – Indian Ocean Region <https://www.indiannavy.nic.in/ifc-ior/>.
80 Ibid.
Further, India has also maintained that data constitutes ‘a part of national wealth’ and developing countries should have an equal say in furthering the use of data for trade and development. For similar reasons, India is not among the 90 countries that are participating in the WTO Joint Initiative on E-commerce, which is not a part of the WTO’s formal multilateral negotiations process – it is an alternative plurilateral track being pursued among a subset of the WTO members.

Finally, issues of privacy and free flow of data have also come up to a limited extent in the context of India’s bilateral and regional trade agreements. The India–Singapore Comprehensive Economic Cooperation Agreement identifies the importance of privacy protections but also cautions against this becoming an ‘arbitrary or unjustifiable discrimination against the other Party or its investors’ or a disguised restriction on investments or trade. The agreement between India and Japan contains a provision on the transfer and processing of financial information. It restricts the parties from taking ‘measures that prevent transfers of information or the processing of financial information, including transfers of data by electronic means’ where such transfers are necessary for the conduct of the ordinary business of a financial service supplier. However, it is clarified that the parties are not restricted from adopting measures to protect personal data and privacy so long as such right is not used to circumvent the provisions of the agreement.

In 2022, India entered into a comprehensive economic partnership agreement with the UAE. Following a light-touch approach, the agreement provides that the parties ‘shall endeavor to promote electronic information flows across borders subject to their laws and regulatory frameworks’. India is now in the process of negotiating a free trade agreement with the UK in which the latter is keen on including more definitive provisions on free cross-border flows and restrictions on data localization.

While the DPD Act has brought some clarity regarding India’s position on these issues, it has left the door open for data flow restrictions under other laws suggesting that India may still demand to retain domestic policy space on this issue.

Its cautious approach towards data flow discussions in international agreements is also reflected in the ongoing discussions on the Indo-Pacific Economic Framework for Prosperity. Launched in 2022 as a US-led initiative, this framework seeks to foster ‘cooperation, stability, prosperity, development,
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and peace’ among 14 countries in the Indo-Pacific region. The framework is structured around four pillars – trade, supply chains, clean economy and fair economy. Of these, India has joined all the pillars except the first one on trade, which includes discussions on cross border data flows. As of now, India has chosen to maintain an observer status in the discussions under this pillar. The direction of the discussions under the trade pillar, and indeed India’s approach towards it, may, however, change in light of the US Trade Representative’s announcement of the reversal in the US’s position towards pursuing data free flow provisions in WTO discussions. Similar to India’s stated position on this issue, the US now seems to be interested in reserving space for domestic policy making on issues relating to data governance, privacy, competition and online regulation, prioritizing these over the free flow of data.

4 Analysis and conclusion

India’s evolving position on data protection has been influenced by a range of factors. When the deliberations process began in 2017, India had recently recognized the fundamental right to privacy. The GDPR came into effect around the same time and it became a logical base for the formulation of India’s first draft bill, although there were some notable divergences, as with the issue of data localization. By the time the DPD Act came to be enacted in 2023, the policy mood had shifted towards a more light touch approach. This is reflected in the leaner scope and structure of the law, which now covers only digital data, has a reduced breadth of rights and obligations, and replaces the idea of a data protection regulator with a board that has a narrower enforcement mandate. This shift was accompanied by a conscious distancing from the idea of borrowing from frameworks like the GDPR and assertions of India’s independent standards of data regulation.

The dilution in the restrictions on cross border data flows also speaks to this move toward a leaner regulatory framework. Yet, while the DPD Act adopts a fairly liberal approach towards data transfers – of all transfers being permitted unless restricted – it leaves the field open for the emergence of other sector-specific restrictions. India already has numerous such requirements, in fields like payments, telecommunications, and for public records. It is possible that sectoral localization mandates will continue to proliferate over time.

The DPD Act does not contain any guidance to inform the rationale or processes to be followed by different agencies while adopting such restrictions or by the government while notifying restricted countries. To mitigate these concerns and prevent further fragmentation in the approach, it is


recommended that the basic principles, criteria, and processes governing the formulation of data flow restrictions should be identified in the law. For instance, such proposals should be developed through a consultative process, taking into account the different alternatives of conditional transfers and adopting the least intrusive approach for meeting the identified objectives.

While the DPD Act does not specify any preferred mechanisms for data transfers, it clarifies that the appointment of a data processor has to be done pursuant to a valid contract. Accordingly, there seems to be a role for the emergence of model contractual clauses that would govern the relationship between data fiduciaries and processors in line with the requirements of the DPD Act. In the absence of any regulatory mandate for the government or the Board to frame or approve such contracts, stakeholders from the industry can voluntarily take up the initiative of developing model/standard clauses following an open and consultative process. This can serve as a mechanism for building trust among data fiduciaries and processors and facilitating the ease of regulatory compliance.

Finally, it is important to consider how the exemptions available to state agencies for surveillance, law enforcement and other designated purposes might interact with the discussions on data flows. The DPD Act does little in terms of reforming the process for interception of communications and data access by law enforcement agencies. These aspects continue to be governed under other laws like the Information Technology Act, 2000 and the Telecommunications Act 2023, which do not have safeguards like judicial approval of information request, notice to the individual, transparency requirements, and redress mechanisms. India also does not have other standalone laws to govern its surveillance and intelligence agencies. In 2011, an attempt towards bringing about such a regulatory framework was made through a private member bill drafted by a Parliamentarian, Manish Tewari. The bill lapsed in 2012 and was reintroduced in the Parliament in 2019 as the Intelligence Services (Powers and Regulation) Bill, 2019 but has not seen any action since then.

Further, the exceptions created under the DPD Act, particularly under Section 17(2), allow for the complete exclusion of agencies from the scope of the data protection law on grounds like sovereignty and integrity of India, security of the State, and public order. The provision also goes on to exclude any further processing by the government of the data that is furnished to it by an exempted agency. This provision may at some point be subjected to a constitutional challenge to test its validity against the fundamental right to privacy, as is already being done in a bunch of pending petitions challenging the country’s existing surveillance regime before the Supreme Court.

Besides being violative of citizens’ privacy rights, unchecked powers of law enforcement and intelligence agencies are also detrimental to the free flows of data into the country. For instance, soon after the enactment of the DPD Act, a question came up in the European Parliament about the “interference of Indian intelligence services through digital surveillance and the Indian Parliament’s
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apparent lack of control over the intelligence services’ actions” and its impact on GDPR adequacy.\textsuperscript{99} The response indicated that the European Commission was not engaged in any adequacy talks with India at that point.\textsuperscript{100}

As shown by the Schrems II decision, the domestic surveillance and government data access regime is also relevant for other transfer mechanisms besides adequacy. Independently, the situation described above may also interfere with India’s plans of boosting its data center infrastructure and inviting the setting up of data embassies – currently, there is no clarity on how the scope of surveillance powers might interact with the potential creation of such embassies. All of these factors point to the necessity of bringing legislative reforms to strengthen the surveillance and law enforcement framework in India.

To summarize, the paper makes three recommendations on issues related to cross border data flow. First, it recommends that, in order to minimize fragmentation and uncertainty, the law should set out the basic principles, criteria, and processes to govern the adoption of any sectoral data flow restrictions. The government’s power to impose restrictions on data flows to specific countries should also be bound by such reasonable and identified criteria.

Second, it suggests that stakeholders from the industry can voluntarily take up the initiative of developing model/standard clauses that would meet the requirements of the DPD Act, and ideally go beyond that, through an open and consultative process. This can serve as a mechanism for building trust among data fiduciaries and processors and facilitating the ease of regulatory compliance.

Third, the paper makes a case for legislative reforms to strengthen the country’s surveillance and law enforcement framework. Besides being violative of citizens’ privacy rights, unchecked powers of law enforcement and intelligence agencies are also detrimental to the flow of data into the country.
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